MASTE® PELATIONSHIP AGREE*=NT

Tt M =2rfF ationship Agreement (‘A~-~-ment") is entered by and between NICE Systems, Inc., w . an office at
221 River Street, 10th Floor, Hoboken, Ny u/030 (“NICE"), and Yellowstone County Attorney’s Office with an office
at217 N. 27th St./Rm 701 Billings, MT 59101 (“Customer”), as of the date of the last signature below (the “F*~ctive
D" ).

1. Definitions. For purposes of this Agreement, the terms listed below will have the following meanings:

“Affiliate(s)” means, when used with respect to a Party, any legal entity controlled by, controlling, or under common
control with that Party, where “control” (and its derivatives) means: (a) the possession, directly or indirectly, of the
power to direct or cause the direction of the management and policies of a corporation, person, or other entity through
the ownership of voting securities; or (b) direct or indirect ownership in the aggregate of fifty percent (50%) or more
of any class of voting or equity interests in the other corporation, person, or entity.

“Claim” means a claim, demand, suit or proceeding brought against a Party by a third party.

“Cloud ~ rvices” means a subscription-based software-as-a-service offering in a hosted environment, including
Support, as further described in an Order.

“Confidential Information” means non-public information that one Party (or their Affiliate) (the “Disclosing Party”)
discloses to the other Party under this Agreement (the “Re~~iving "'==*1") and which is either marked as confidential
(or words of similar import) or would reasonably under me circumstances be considered confidential. It does not
include information that after the date of disclosure becomes public through no fault of the Receiving Party, was
already known by the Receiving Party prior to its disclosure by the Disclosing Party, was rightfully disclosed to the
Receiving Party by a third party without breach of an obligation of confidentiality owed to the Disclosing Party, or is
independently developed by the Receiving Party without use of or reference to the Disclosing Party’s Confidential
Information. NICE's Confidential Information also includes materials or information related to requests for proposals,
quotes, and NICE’s Services, Software and Documentation. Notwithstanding the foregoing, if the Parties entered
into a non-disclosure agreement prior to the Effective Date, the information disclosed under such agreement shall be
deemed to be Confidential iInformation hereunder.

“Content” means the electronic data and information provided by Customer through its use of the Cloud Services.

“~~~mentation” means the applicable specifications, user manuals, and seif-help guides accompanying Services
or duftware.

‘Losses” means losses, liabilities, damages, and reasonable attorneys’ fees and costs.

“Order” means an ordering document executed by the Parties subject to this Agreement, which details the Services
or Software, including the commercial details for such purchase. Orders do not include any preprinted terms on a
Customer purchase order or other terms that are additional to, or inconsistent with, the terms of this Agreement. For
Professional Services, the term ‘Order’ may mean a SOW.

“M===-" means either NICE or Customer, individually as the context indicates and “Parties” means NICE and
Cuswiner collectively.

“Profess™ ~ " =~ —~"-p/~Y means consulting, installation, implementation, and training services to be provided by
NICE pursuanit w an Jraer or Statement of Work.

“Resulting Information” means data created by, or resulting from, use of the Services, including anonymized
analyses, statistics, reports, and aggregations, all of which are NICE Confidential Information. For the avoidance of
doubt, the term Resulting Information does not include personal data or any other information that could identify an
individual.

“Service(s)” means the Cloud Services, Professional Services, Support, or other services to be provided by NICE
pursuant to an Order or SOW.
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we-s-----a" means software licensed to Customer on hardware owned or con led by Custor  pursi 1t to an
uruer. il references in this Agreement to purchases of Software are intended by the Parties to mean purchases of
fi 1s to Software.

“meot gt 9 'ark” or “SOW’ means a document executed by the Parties pursuant to this Agreement, which
gesciives tne krotessional Services to be provided by NICE.

“Subscription Term” means the time period set forth in an Order during which Customer is permitted to use or
receive the Services or Software.

“Support” means the technical support and maintenance services offeréd by NICE and ibdentiﬁed in the Order.

2. Ordering Procedure. Customer or its Affiliates may purchase Services and Software pursuant to this
Agreement by entering into Orders with NICE or its Affiliates. Each Affiliate of a Party that enters into an Order agrees
that it is bound by the terms of this Agreement as if it were either, as applicable, “Customer” or “NICE” with respect
to such Order. Customer, or a Customer Affiliate, will make payments to the NICE entity set forth in the Order. Each
Order will be deemed a separate contract between Customer, or the relevant Customer Affiliate, and NICE, or the
relevant NICE Affiliate, which is the Party to such Order. Any disputes in relation to an Order shall be settled by the
Parties to such Order, and only the Parties to such Order shail be responsible and liable to each other in relation to
such Order.

3. License and Scope of Use of Services and Software.

3.1 Rights Granted. NICE grants Customer a non-exclusive, non-transferable, non-sublicensable right to use
the Services or Software (including the Documentation) as set forth in an Order, for Customer’s own internal business
purposes. Customer may make a reasonable number of copies of the Documentation, provided such reproductions
include any copyright or proprietary labels, legends, or notices included in the Documentation.

3.2 Trials, Betas, and Evaluations. From time to time, NICE may provide Customer access to Services or
Software for trial or evaluation purposes, for testing as a preview, beta or pre-release version, or for testing and
development. Such Services and Software may have limited features, functions, or other technical limitations,
including limits on duration, quantity, capacity, or restrictions on use in certain environments (e.g., non-production).
Notwithstanding anything to the contrary contained in this Agreement, and except as expressly set forth in an Order,
NICE does not provide Support, warranties, service level agreements, or indemnification for any such test and
development, trial, evaluation, free, or beta Services or Software, which are provided to Customer “AS IS”.

3.3 Restrictions. Customer agrees it will not, nor will it allow any user to: (a) publish, disclose, copy, lease,
modify, translate, loan, distribute, resell, transfer, assign, alter or create derivative works based on the Services or
Software or any part thereof; (b) reverse engineer (except to the extent specifically permitted by statutory law),
decompile, adapt, disassemble or otherwise attempt to discover source code or underlying algorithms, ideas, features
or functions of the Services or Software; (c) attempt to defeat, disable, or circumvent any protection mechanism
related to the Services or Software, including those intended to prevent, limit or control use, copying or access to the
Services or Software; (d) test the vulnerability of a Service or Software, including scanning or penetration testing, nor
attempt to breach any security or authentication mechanisms used by the Service or Software; or (e) access or use
the Services or Software: (i) on or to service the systems, networks or devices of a third party; (ii) for benchmarking,
development, or competitive purposes; (iii) in violation of the rights of any third party, or any applicable law or
regulation (including intellectual property and data privacy laws); or (iv) for any purpose other than as expressly
provided in this Section 3.

If Customer is a unit or agency of the United States or any of its instrumentalities (“C~ 2rnment”), or when the
Services or Software are used for the benefit of a unit or an agency of the Government, ine rollowing applies:

The Services and Software are deemed “commercial computer software” pursuant to DFARS Section 227.7202 and
FAR Section 12.212 (and any successor sections). The use of the Services and Software by the Gavernment is
governed by this Agreement. Under no circumstances shall NICE be obligated to comply v 1 any svernment
requirements regarding cost or pricing data or cost accounting requirements. If Customer’s use of the Services or
Software would otherwise require compliance by NICE with such Government requirements, or in any manner affect
NICE's rights in the Services or Software, Customer must notify NICE of such Government requirement and obtain
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a waiver or exemption from such requirements for the benefit of NICE prior to any Government access to the Services
or Software.

3.4 Artificial Intelligence. Customer acknowledges and agrees that it will not  her directly or indirectly, use,
pt it, or enable, whether by itself or in conjunction with a third party, any generative artificial intelligence or any
other machine-based learning application (each or collectively, “Al") to model, replicate, orem' te the functic vy,
design, or any other aspect of the Services or Software provided under this Agreement. For the avoir  ice of doubt,
and without limiting its rights under Section 4 (Ownership and Intellectual Property Rights), NICE reserves all rights,
and Customer has no rights, to reproduce, replicate, or otherwise use the Services or Software in any manner for
purposes of training Al technologies or to generate similar applications or services, including technologies that are
capable of generating software in the same style, functionality, or genre as the Services or Software.

3.5 Any violation of this Section 3 (License and Seone of Use of Services and Software) by Customer will be
deemed a material breach of this Agreement, and NIC _ will have the right to either suspend delivery, access, or
performance of the Services or Software or terminate this Agreement and any Orders hereunder immediately, without
any liability to Customer, and to seek all remedies available at law or in equity.

4. Ownership and Intellectu~' ®-operty Rights.

41 Content. Customer has sole ownership of its Content, including all intellectual property rights related thereto.
By providing Content to a Cloud Service, Customer grants to NICE and its Affiliates a limited, non-exclusive, non-
sublicensable, non-transferable license to use, copy, store and display the Content to provide the Cloud Services to
Customer and perform its obligations under this Agreement. During the Subscription Term, to the extent retrieval is
supported by the Cloud Service, Customer may retrieve its Content at any time from the Cloud Services in accordance
with the applicable Documentation. If such retrieval is not supported by the specific Cloud Service then, at any time
during the Subscription Term, Customer may request extraction of Content from the Cloud Service and the Parties
will enter into an Order for NICE to provide extraction Services at NICE's then current rates for such Services.

42 Services and Software. No title or. ownership of the Services or Software will be transferred to Customer by
way of this Agreement or an Order. NICE has sole right to, and ownership of, all intellectual property rights in and
to: (a) the Services, Software, and Documentation, and all modifications, enhancements, improvements, adaptations,
and franslations thereto; (b) the trademarks, service marks, and trade names associated with the Services or
Software; (c) Resulting Information; and (d) all other NICE supplied material developed for use in connection with the
Services or Software generally, exclusive of the Content. Although not required, if Customer provides feedback,
ideas, or other suggestions (“Feedback’) about the Services or Software, then NICE and its Affiliates will own and
may use and exploit such Feedback without restriction or obligation to Customer. All rights not expressly granted to
Customer herein are reserved to NICE.

5. Customer Responsibilities. Customer is responsible for monitoring its, and its users, use of the Services
for possible unauthorized usage and is solely responsible for any activity occurring under its use of the Services and
Software. Customer will: (a) have sole responsibility for the accuracy, quality, and legality of all Content; and (b) take
commercially reasonable efforts to prevent unauthorized access to, or use of, the Service or Software, and w
immediately notify NICE if it becomes aware or has reason to believe that the Services are being used in an
unauthorized manner. Customer is responsible for: (i) implementing any security features and options made available
by NICE in connection with Cloud Service; and (ii) routinely archiving and backing up Content. Without limiting the
generality of the foregoing, Customer is responsible for all activity and charges incurred, including all telephony and
network connectivity charges, within its assigned Business Unit. As used in | ein, “Business Unit’ m s an
independent, billable software instance of the Cloud Services.

6. Invoicing, Payment and Taxes.

6.1 Invoicing of Fees and Payment. NICE will invoice and Customer will pay all fees, expenses, or other costs
as agreed upon in an Order and/or SOW (“Fees”) to NICE within thirty (30) days from the invoice date. If Customer
does not pay the Fees within such time, NICE may apply interest to the Fees owed at the rate of one and one-half
percent (1%:%) per month, or such lesser amount required by law, assessed from the due date through the date of
payment. Without waiving any of its rights or remedies under the Agreement or at law, NICE reserves the right to
suspend delivery, access, or performance of the Services or Software until any amounts that are outstanding and
past due are paid in full by Customer. Orders are non-cancellable and non-refundable. If Customer decides to cease
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in bankruptcy or any other proceeding relating to insolvency, receivership, liquidation fort  settlement of debts or
an assignment for the benefit of creditors; or (c) upon the dissolution of the other Party.

10.4 Effect of Termination. Any termination of this Agreement will not serve to terminate any Orders and/or
SOWs thereunder. Unless otherwise provided herein or in an Order and/or SOW, the termination of an Order and/or
SOW will not operate to terminate any other Orders and/or SOWSs, and the terms of this Agreement will continue to
govern such Orders and/or SOWs until compietion or their earlier termination in accordance with this Agreement.
Upon termination of this Agreement, or termination or expiration of an Order: (a) Customer will: (i) cease access and
use of the applicable Services and Software; (ii) return or destroy all copies of any Softwa and Documentation in
its possession or control; and (iii) certify in writing to the completion of such return or destruction upon NICE's request,
and (b) each Party will cease using the other Party’s Confidential Information. Notwithstanding the foregoing, either
Party may retain such information as may be required by law or for compliance purposes, and the confidentiality
obligations of this Agreement will continue to apply for as long as the Confidential Information is retained by such
Party. Termination will not relieve Customer of its obligations to pay: (1) any Fees accrued or due and payable to
NICE through the effective date of termination; and (2) all future amounts due under all Orders.

10.5 Content Retrieval. Upon Customer’s written request made on or prior to expiration or termination of the
applicable Subscription Term (“~---*-—-r_Retrieva' ®~~~=+") NICE will make the Content available in the Cloud
Service as set forth in the Documernauon for Customer w reueve for a period of time as agreed by the Parties (which
shall not exceed thirty (30) days) after such expiration or termination (‘Retrieval Period”). If such retrieval is not
supported by the Cloud Service, then, upon NICE's receipt of a Customer Retrieval Request and, subject to NICE'’s
then current Fees set forth in an Order or SOW, NICE will extract Content in the Cloud Service and provide it to
Customer in a mutually agreed to format. Following the expiration of the Retrieval Period or such extraction of the
Content by NICE, NICE will have no obligation to maintain the storage of Content, and Customer authorizes NICE
to, unless legally prohibited, delete all remaining Content. Any residual Content remaining in NICE systems thereafter
will continue to be subject to the confidentiality obligations set forth in this Agreement until such Content is deleted
by NICE.

1. Indemnification.

11.1  NICE Indemnification. NIC_ will defend Customer from and against any Claim made or brought against
Customer to the extent such Claim alleges that the Services or Software used in accordance with this Agreement,
infringes or misappropriates such third party’s United States patent, copyright, trademark, or trade secret, and will
indemnify Customer against Losses awarded against Customer as a result thereof. The foregoing defense and
indemnity obligations will not apply if: (a) the allegation does not state with specificity that the Services or Software
are the basis of the Claim; or (b) if a Claim arises from: (i) specifications, technology, applications, or designs
furnished by Customer or a third party on Customer’s behalf; (ii) the use or combination of the Services or Software
or any part thereof with any product or service, data, or processes not provided by NICE, if the Services or Software
or use thereof would not infringe without such combination; (iii) the modification of the Services or Software not
provided by NICE’s authorized personnel; (iv) Services or Software under an Order for which tl is no charge; (v)
Customer’s failure to use the Services or Software in accordance with the Documentation; or (vi) the Content.

11.2 If Customer is enjoined from using the Services or Software, or NICE reasonably believes Customer will be so
enjoined, NICE will have the right, at its sole option and expense to: (a) procu for Customer the right to continue
using the affected Services or Software in accordance with this Agreement; (b) replace or modify the Services or
Software so that they are no longer claimed to infringe or misappropriate, provided their functionality after modification
is substantially equivalent pursuant to the Documentation; or, if neither (a) or (b) are feasible using commercially
reasonable efforts, then: (c) terminate Customer’s subscriptions or license for the affected Services or Software upon
thirty (30) days’ written notice and, as applicable, refund to Customer any prepaid Fees for the affected Ser es for
the unexpired Subscription Term, or the prepaid Fees for the affected licensed Software, pro-rated on three (3)
year straight line basis, beginning on the delivery date. The collective obligations of NICE pursuant to Sections 11.1
and 11.2 state the sole and exclusive liability of NICE, and Customer’s sole and exclusive ren y, with respect to
intellectual property infringement or misappropriation. :

11.3  Customer Indemnification. Customer will defend NICE and its Affiliates from and against any Claim made
or brought against NICE to the extent such Claim: (a) alleges that any Content or any service, product, or technology
provided by or on behalf of Customer hereunder, infringes or misappropriates such third party’s patent, copyright
trademark, or trade secret, or violates another other right of such third party; (b) arises from any Content or person:
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5. Naca e"nnn-t'

51 Cas  are classified based upon the definitions outlined in Tat  4-2  >w:
1. Critical . Critical issue that severely impacts use of A. The Saa$S Solution is completely un iilable.
: . . the SaaS Solution. B. The majority of users cannot login.

(System Unavailable) Il. No workaround. C. Data integrity issues.

2. High |. Major functionality is significantly impacted. ﬁj.nig;::ﬁt;nterruph + to some but not all

(System Impaired)” Il. No workaround. R Alarte nat hainn nanerated
|. Multiple users impacted by a moderate A. Functional limitations which are not critical to

, loss of the SaaS Solution. Customer’s daily operations (e.g. reports not
3. Medium . o -
(Minor Impact) II. Critical or High impact on a non- being generated).
P Production SaaS Solution. B. Moderate degradation in function, or feature

Ill. A workaround exists. performance.

I. Minor loss of the SaaS Solution features. A. There is no significant Customer impact.

4, Low I. Inquiries o . - ;
(Informational) lll. Medium or Low impact on non-Production B. Non-Critical or minor loss of functionality or
. features.
Saa$S Solution.
*Reserved for the Production SaaS Solution only.
5.3 NICE's response to a Case will be handled, as follows:
Table A-3
Case Severity Target Initial Response Times*
S1 60 minutes
S2 4 =~--~ ~--=ing Customer's “"~"ess day
S3 Next busines- *~vy
S4 Next business day

AS1 times are based on 24x7x365, all other Case Severity levels are based on standard business hours, each as measured
from the date of Customer’s initial notification to NICE, as provided for in Section 4 of this Exhibit.
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This statement of work ("™SOW") is entered into as of the date of signature of Order 1 by and between NICE Systems, Inc. with
an office at 221 River Street, 10" Floor, Hoboken, NJ 07030 (“NICE"), and Customer. The detailed services to be performed
under this SOW ("Services") are described below. The Services shall be performed in accordance with the terms of this SOW
and subject to the terms and conditions set out in the Master Relationship Agreement. The Services are to be delivered is for the
implementation of a NICE Justice Saa$S platform to provide the SaaS Services as described herein.

15
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This Statement of Work details the work required to deliver the NICE Justice SaaS Solution to Customer for
commencement of the service.

A new NICE Justice SaaS Solution instance will be created and deployed within the Microsoft Azure data-centers. The
rollout will comprise of the NICE Justice portal, the Share Via Download Portal, the Community portal comprising the
business portal, the public/appeals portal and the Administration portal. The NICE Justice SaaS Service will provide
access for an unlimited number of Customer users.

Recommended integrations for data ingestion include: Justware CMS, Journal Eprosecutor CMS, Panasonic Arbitrator
BWC (MSP), WatchGuard BWC (Billings PD) and Evidence.com /Axon BWC.

Recommended user creation via Active Directory sync.

The implementation will include historical indexing of 6000 cases per the Order.

16
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This SOW is for the implementation of NICE Justice SaaS Solution instance for Customer. NICE assumes the following,
to ensure the Services will be best utilized and that the Customer will extract the best possible value from these Services:

NICE shall be responsible for the implementation of the integrations as detailed in this Statement of Work.

Customer will be responsible for ensuring any third-party vendors provide the information and technical
support necessary to complete any work on the integrations. NICE will assist with all technical discussions
with third parties where applicable.

The Customer will provide a remote connection to the DSG virtual machines deployed within the Customer
environment, to enable NICE to install and support the product.

The Customer will provide the hardware and software infrastructure as specified in this SOW required to provide the
relevant interfaces to the NICE Justice SaaS Solution.

The NICE Justice SaaS Solution is hosted in the Microsoft Azure cloud data centers. These data centers provide enhanced
carirify naliriae far arrace rantral and maintenance aufficient tn meat CLIIS security policy requirements

Connections are made to Customer’s data sources through a Data Source Gateway(s) (DSG) deployed within the Customer
Infrastructure, via a secure encrypted link to the Justice SaaS Solution instance deployed within the MS Azure data cener. Ali
connections of the DSG are outbound only, using secure browser protocols (i.e. HTTPS).

The architecture for the NICE Justice SaaS Solution consists of items deployed within the Customer Infrastructure and items
deployed within the Microsoft Azure cloud subscription.

The Microsoft Azure cloud components will host the evidential data store and the software components required to service the
NICE Justice SaaS Solution client web interfaces.

Within the Customer’s Infrastructure, one or more Virtual Machine(s) will be deployed as the NICE Justice Data Source

Gateway(s) (DSG). The DSG(s) will connect to Customer data sources for indexing and collection of the evidential data to be
stored within the NICE Justice SaaS Solution. A diagram detailing the high-level architecture is shown below.

17

Rev. 07/21 (27)



NICE JUSTICE
DIAGRAM

JustWare  Journal CMS oA BWC loviiriphuvgd
BWC (BPD|
cMs { ) (vcso) BWC (MSP)

Figure 1 — High level architecture

The data sources shown are those required for the delivery. Further data sources may be added during the
service period as required.
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The NICE Justice Saa$S solution consists of a number of different portals to provide access for public bodies, Investigators and
criminal justice organizations. The portals ordered by Customer, which will be deployed on the Justice SaaS Solution instance
are:
Main NICE Justice Portal
NICE Justice Administration Portal
NICE Justice Share via Download Portal
NICE Justice Community portal
o NICE Justice Business Portal
o NICE Justice Public Portal

The NICE Justice Saa$S Solution will be deployed with the most current version of released software.

The NICE Justice SaaS Solution will be deployed with initial storage capacity as stated in the Order No.1.

The Data Source Gateway provides the integration point between the data sources and the NICE Justice SaaS Solution. A
number of virtual servers will be deployed within the Customer. These servers will host the integration software required to connect
to the dat:  wurces and transfer the data to the Justice platform.

The recommended specification of the virtual servers which will run the DSGs is as follows:

CPU 4 vCPUs @2GHz

System RAM | 1eGB

HDD 20068

Network Interface Ethernet TCP/IP: minimum speed 100 Mbps, 1Gbps recommended
configured as Full Duplex

Operating System

The Customer will be required to provide 1 or more VMs to host the number of recommended DSG connectors. The exact
number of VMs will be determined during the Planning Phase for this project.

Communication between the DSG and Customer workstations to the NICE Justice SaaS Solution are made over a standard
it netcom tion via TCP network ports. Customer is required to ensure that suitable fire | rules arein placeto w
communications. The required network ports are detailed in Table 1 below.

19

Rev. 07/21 (27)



Table 1: Network port requirements for DSG and client workstations

S
G  NICE Justice DSGAPI | TCP443 HTTPS

| Azure Storage (blob) | Azure Storage (blob) | TCP 443 HTTPS |

 Client PC to NICE Justice | - ~ |wrPS ‘
Web browser NICE Justice client APIs TCP 443 HTTPS

3=+ access is paramount to the correct working of the system and should be always available.

External HTTPS connections use FIPS 140-2 security algorithms.

No incoming connections are required from the internet.

The DSGs connect to the data sources for indexing and collection of evidential data using standard network connections. These
connections are made via standard TCP ports.

Defined DSG network port requirements to connect to data sources will be determined during the detailed technical des |
phase.

Maintenance of the DSG virtual machines up to operating system level is the responsibility of Customer. NICE is respon e for
the configuration and maintenance of the NICE DSG software. To facilitate this maintenance, NICE will require the ability for
authorised users to access and monitor the DSG virtual machines from outside using VPN and remote access.

Access to the DSGs will be initiated only from approved secure locations within NICE, by authorized personnel.

The NICE Justice SaaS Solution is accessed using any standard web browser, although the best performance is achieved with
Google Chrome, IE or Edge. No software is needed to be installed on the client workstation.

The NICE Data Source Gateway (DSG) is installed on the Customer network and provides the secure connection point between

local data sources, (e.g. CAD, Records, efc.), and the NICE Justice SaaS Solution. It uses a selection of custom integrations,
called “DSG connectors”, for searching and retrieval of the meta data and media from each individual data source.
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180 days historic ingest (over 4 weeks).
The number of concurrent retrievals is configurable per connector, typically set to 5.

The DSG will upload at the available network speed.

15GB/24*60*60=175KBps = 1.75 Mbps

15 GB * 180 days =2.7 TB.

27TB/28*24*60"60=1.2MBps = 12Mbps

Details of the security provided within the NICE Justice SaaS Solution are provided in the following sections. Further detail is
available with the following documentation

NICE Justice Security White Paper

NICE recommends utilizing Active Directory with Multi--actor Autnentication (MrA) enabled for authentication and Customer
user management. Users, user groups, and user roles may be created and managed in the NICE Justice SaaS Solution
Administration Portal by a Customer-assigned system administrator.

If Active Directory with Multi-Factor Authentication (MFA) is not available, Customer may utilize NICE Justice authentication
using X.509 certificates and a username and password for authentication. These certificates need to be securely installed by the
Customer on devices that will be used with the NICE Justice SaaS Solution. Depending on the Customer security policies a
unique certificate can be applied to each device, or to a group of devices. NICE will provide X.509 certificates derived from a
NICE issued customer specific root certificate. The NICE Justice SaaS Solution administration portal can be used to generate
new certificates on demand. IP whitelisting can also be implemented as required.

User access to cases, evidence, and features within the NICE Justice SaaS Solution is controlled by a Security Access Control
Policy. Access control rules will be defined by Customer during the Planning Phase of the project.

Al files uploaded to the NICE Justice SaaS Solution will be passed through Microsoft Defender. There is a unique instance of
the scanner for the Customer handling only the Customers uploads and downloads.

All data stored within the NICE Justice SaaS Solution is held within the USA. All data is encrypted at rest with 6
encryption.

All data in transit outside the NICE Justice SaaS Solution is carried in HTTPS using TLS version 1.2/AES-256
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l integrations a lle. NICE will index information from the connectc | in  tions 2.2
below.

Nice will ~~1sider the NICE Justice SaaS Solution to be accessible to the Customer once the integration to Yellowstone County
Attorney’ ; Case Management System (Section 2.2.1) is operational.

Full details of the integrations and the data to be collected will be defined in the NICE Justice SaaS Solution design document
appendices during the technical design phase.

This will be a direct integration to the Yellowstone County Attorney’s existing Case management system JustWare to provide
case information in the NICE Justice Saa$S Solution. It is a two-way integration, reading information from the Case
management system and writing back a URL to the NICE Justice case (if AP| or other mechanism allows). This will be a
synchronized connection, updating in real time as information is updated in the Case management system.

NICE will also perform a direct integration into Journal Case management system at no cost, up to 24 months of go-live with
NICE Justice

The NICE Integration will provide:

The ability for the NICE Justice SaaS Solution to create a digital case folder based on the creation of a case folder in
Case Management.

The ability for NICE to extract key case related information such as case ID, plaintiff and defendant details, case status
information, related court assignments and details, etc and populate key information in the Justice case folder.

The ability (if available via API or other mechanism) for the NICE Justice SaaS Solution to write back to Case
Management the URL of the case folder once created; and

The ability to search all key information pulled from the Case management system from within the NICE Justice SaaS
Solution

This integration provides body camera recorded media and metadata to NICE Justice. It is a read-only integration.
The integration will retrieve body camera, in-car camera recording, and any other media and its meta-data shared
cases to the Yellowstone County Attorney. The media and metadata will automatically be brought into NICE Justice.
The connector integrates directly with the Evidence.com API for access to stored media and associated
metadata. This will be a synchronized connection, updated in real time as information is updated in the Evidence.com
Cloud System. Note that the Yellowstone County Attorney will need to assist NICE in obtaining API's from
Evidence.com and support from local law enforcement agencies as needed for this integration to|  created.

Evidence shares by Law Enforcement are matched to the NICE Justice Case using the Law Enforcement
RMS/incident ID that exists in the records management system or by using other identifying tags for the recordings

This integration provides body camera recorded media and metadata to NICE Justice. It is a read-only integration.
The integration will retrieve body camera, in-car camera recording, and any other media and its meta-data shared
cases to the Yellowstone County Attorney. The media and metadata will automatically be brought into NICE Justice.
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The connectorin rates directly withtl  WatchGuard API for access to stored media and associated metadata. This
will be a synchronized connection, updated in real time as information is updated in the Wat * 1ard Cloud System.
Note that the Yellowstone County Attorney will need to assist NICE in obtaining API's from V g d and support
from local law enforcement agencies as needed for this integration to be created.

Evidence shares by Law Enforcement are matched to the NICE Justice Case using the Law Enforcement
RMS/incident ID that exists in the records management system or by using other identifying tags for the recordings

This integration provides in-car camera recordings, as well as their associated metadata, to NICE Investigate. Itis a
read-only integration that will permit access to stored media and associated metadata. This will be a synchronized
connection, updating in real time as information is updated in the host system. In-car recordings are matched to the
NICE Investigate Case by leveraging the CAD incident ID or other identifying tags that can be used to
programmatically establish attribution for the recordings. Note that customer assistance will be required to fac ate
discussions with Panasonic to provide NICE with required APIs and technical support to enable this integration.

This will be an integration to the Customer’s local or Azure active directory service using Federated services. This integration
will enable Customer users of the NICE Justice Sa: ~ Jolution to authenticate using their active directory credentials and NICE
may also use AD groups to configure users with grou, and role-based permissions within the NICE Justice SaaS Solution for
access control purposes.

Customer defined archive and retention rules can be established based on any metadata characteristic or a combination of
characteristics of an evidence item. Each evidence item uploai |to the NICE Justice SaaS Solution will be assigned a retention
category and managed by the NICE Justice SaaS Solution based on the retention rules implemented.

Archive and Retention rules will be defined by Customer during the Project Planning phase.
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Azure” hnolo¢ . and agest  lien L

Microsoft Azure provides transparent resilience for storage and queues which form the core of the NICE Justice SaaS Solution
infrastructure. All data is synchronously replicated across three different storage nodes within the same Azure datacentre.

NICE Justice SaaS Solution specific code runs as multiple load balanced instances of each of the front and back-end services
and is designed to handle short term connection outages with automated retry policies.

NICE Justice SaaS Solution training will provide Customer personnel the expertise and product knowledge needed to acquire the
skills required to undertake day-to-day activities using the NICE Justice SaaS Solution.

Training will be delivered in the following formats:

Train-the-Trainer sessions led by NICE to enable successful delivery of classroom-based training for the NICE Justice
SaaS$ Solution. This will cover key knowledge points to be transferred in the classroom, trainer demonstrations, student
exercises, end of module review quizzes, and best approaches for delivery.

Self-guided online training modules for use as new user are added to the platform as well as refresher training for
existing users

In application Help documentation to assist the user with specific functionality as needed

Scheduled Webinar updates facilitated by NICE to provide training on functionality associated with new software
releases

Quarterly touchpoints between NICE and select Customer users to obtain feedback and i1sure maximum utilization of
the system and its capabilities

oy —mpem g s e e e J@N@GEMeNt uses a five-step delivery approach: Initiation, Planning, Execution

(includes training), Closure and'Customer Rollout.

Objective - to review the objectives, design and scope of the solution as sold to ensure all parties are on the same page
Deliverables

Identify key project stakeholders

Review of high-level project plan

Review of connector capability requirements including all the associated APIs and database access requirements
Review of site readiness prerequisites such as technical infrastructure, remote access needs

Objective — to gather detailed requirements for connector development and solution deployment
Deliverables

Detailed discovery session to include

o scurity

o Access Control needs

o DSG vm and bandwidth requirements
Detailed DSG requirements documents

o Planning sessions with sessions with database SMEs
Detailed project plan with timelines for execution
Defined and documented NICE Justice Access Control policy
Defined and documented Evidence Storage Retention policy
Documented Customer Training Plan
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Objective — deploying the NICE Justice SaaS Solution for Customer, testing, and training.

Connector development and turn upftesting

NICE Justice SaaS Solution provisioning and turn up/testing

Indexing of historical data

Testing and validating of the NICE Justice SaaS Solution using the NICE Implementation Test Plan
Complete Customer Training

Objective - the NICE Justice SaaS Solution will be accessible by Customer.
The following criteria will be used to determine readiness for transition to customer roliout.

o Customer users can logon and access the data within the NICE Justice SaaS Solution that they have been given
permission to access.

e Public users (Public and businesses) are able to provide data via the NICE Justice SaaS Solution Community Portal
interface.
External users can access shared information via the Share via Download Portal

e Testing proves that the NICE Justice SaaS Solution is successfully indexing the defined data sources as stated in
Section 2.2.

The “Change Control Process” is that process which shall govern changes to the scope, commencing at the start of the project
and continuing throughout the Project’s duration. This Process will apply to new compoi  ts and to enhancements of existing
components.

Under the Change Control Process, a written “Change Request” will be the vehicle for communicating any desired changes to
the project. It will describe the proposed change; the reason for the change; and the effect the change may have on the Project.
..1e Project Manager of the req:  ting party will submit a written Change Request to the Project Manager for the other parties.

Both parties will review the change request. All parties must sign the approval portion of the Change Request to authorize the
implementation of any change that affects the Project’s scope, schedule, or price. Furthermore, any such changes that affect the
scope, schedule, or price of this SOW will require that an amendment to the SOW be executed between the parties.

Promptly following the execution of this SOW by both Parties, NICE will assign a project manager ("NICE PM") in connection with
its performance of the Services. The NICE PM will serve as the primary point of contact for NIC ~ 'n connection with | Servi
and will be responsible for working with the Customer team, including the development of a project plan, and NICE's coordination
of the Services.
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